**Secrets static code analysis**

Unique rules to find Vulnerabilities in your source code and language agnostic config files

### [Amazon Web Services credentials should not be disclosed](https://rules.sonarsource.com/secrets/RSPEC-6290)

[Vulnerability](https://rules.sonarsource.com/secrets/RSPEC-6290)

### [Amazon MWS credentials should not be disclosed](https://rules.sonarsource.com/secrets/RSPEC-6292)

[Vulnerability](https://rules.sonarsource.com/secrets/RSPEC-6292)

### [Google API keys should not be disclosed](https://rules.sonarsource.com/secrets/RSPEC-6334)

[Vulnerability](https://rules.sonarsource.com/secrets/RSPEC-6334)

### [Google Cloud service accounts keys should not be disclosed](https://rules.sonarsource.com/secrets/RSPEC-6335)

[Vulnerability](https://rules.sonarsource.com/secrets/RSPEC-6335)

### [Alibaba Cloud AccessKeys should not be disclosed](https://rules.sonarsource.com/secrets/RSPEC-6336)

[Vulnerability](https://rules.sonarsource.com/secrets/RSPEC-6336)

### [IBM API keys should not be disclosed](https://rules.sonarsource.com/secrets/RSPEC-6337)

[Vulnerability](https://rules.sonarsource.com/secrets/RSPEC-6337)

### [Azure Storage Account Keys should not be disclosed](https://rules.sonarsource.com/secrets/RSPEC-6338)

[Vulnerability](https://rules.sonarsource.com/secrets/RSPEC-6338)